关于做好2024年寒假防范电信网络诈骗宣传教育工作的通知

各中小学（含职校）、幼儿园及有关单位：

假期是师生受诈骗案件的高发期，为做好寒假期间的防范电信网络诈骗宣传教育，进一步提高广大师生及家长的防范意识，切实维护自身财产安全和合法权益，现就有关事项通知如下：

1. **反诈宣传教育全覆盖。**

请各校于2024年1月20日前，以讲座或主题班会的形式对全体师生开展“防范电信网络诈骗”宣传教育。

1. **加强家校联动。**

寒假期间各校要对师生及家长们做好防范电信网络诈骗的提醒工作，在学校工作群及学生家长群转发反诈防诈提醒信息。

1. **压实责任，认真落实。**

请各校高度重视反诈防诈宣传教育工作，确保不发生师生们受诈骗案件。

附件：1.假期防范电信网络诈骗提醒信息（转发学生家长）

2.假期防范电信网络诈骗提醒信息（转发教职员工）

台山市教育局

2024年1月16日

附件1：

**假期防范电信网络诈骗提醒信息（转发给学生家长）**

假期期间，学生群体接触手机，电脑平板的频率增多，使用的时长增多，由于学生群体辨别能力不足，也给诈骗分子有了可乘之机。不少诈骗分子冒充律师、警察、明星等身份，通过QQ、快手、抖音、小红书等网络平台联系学生，以恐吓、威胁等方式要求转账或提供父母的付款码、银行账号、密码、支付验证码等，进而实施诈骗。

1.家长要严格管控子女使用手机。作为孩子的第一责任人，让孩子适度使用手机，浏览健康向上的网页，引导孩子多进行户外活动，避免沉迷手机。

2.家长要妥善保管所有支付方式。手机上的支付方式种类繁多，常用的微信、支付宝账号密码自己保存，避免告诉孩子；银行卡储存位置不能告诉孩子，银行卡密码更不能透露。

3.家长要谨慎给予子女手机验证码。当孩子突然索要手机验证码，必须详细查看验证码内容，且询问孩子具体情况，视情况是否给予验证码，如发现是转账验证码，必须马上停止，详细了解孩子情况。

4.家长要定期清理不常用或涉诈应用。通常孩子会自己向父母索要手机操作，家长必须对手机应用负起监督责任，发现陌生或来历不明的应用要及时清理，且询问孩子具体情况，及时宣教。

附件2：

**假期防范电信网络诈骗提醒信息（转发给教职员工）**

近年来，电信网络诈骗犯罪多发高发，人民群众的财产安全受到了严重的威胁。在此提醒各位老师，务必提高防范意识，熟记以下内容：

1.刷单就是诈骗。

2.自称公检法机关要求转账核查资金的就是诈骗

3.网络贷款让你先打款的就是诈骗

4.电商“客服”来电主动退赔要求先转账再退款的就是诈骗

5.非官方平台交易游戏装备的就是诈骗。

6.陌生人诱导开启“屏幕共享”并要求你进行支付操作的就是诈骗。

7.网恋不见面还让你转账的就是诈骗。

8.非法APP虚拟投资就是诈骗。